CWE Detail – CWE-710
Description
The product does not follow certain coding rules for development, which can lead to resultant weaknesses or increase the severity of the associated vulnerabilities.
Extended Description
N/A
Threat-Mapped Scoring
Score: 0.0
Priority: Unclassified
Modes of Introduction
• Architecture and Design: N/A
• Implementation: N/A
Common Consequences
• Impact: Other — Notes: 
Potential Mitigations
• Implementation: Document and closely follow coding standards. (Effectiveness: N/A)
• Testing: Where possible, use automated tools to enforce the standards. (Effectiveness: N/A)
Applicable Platforms
• None (Class: Not Language-Specific, Prevalence: Undetermined)




