# CVE Detail – CVE-2008-2052

Open redirect vulnerability in redirect.php in Bitrix Site Manager 6.5 allows remote attackers to redirect users to arbitrary web sites and conduct phishing attacks via a URL in the goto parameter.

## Threat-Mapped Scoring

Score: 0.0

Priority: Unclassified

## EPSS

EPSS Score: N/A

Percentile: 0.47796

## CVSS Scoring

CVSS v3.1 Score: 6.1

Severity: MEDIUM

## Mapped CWE(s)

* CWE-601: URL Redirection to Untrusted Site ('Open Redirect')

## CAPEC(s)

* CAPEC-178: Cross-Site Flashing

## Affected Products

* cpe:2.3:a:bitrix24:bitrix\_site\_manager:6.5:\*:\*:\*:\*:\*:\*:\*