# CVE Detail – CVE-2004-0346

Off-by-one buffer overflow in \_xlate\_ascii\_write() in ProFTPD 1.2.7 through 1.2.9rc2p allows local users to gain privileges via a 1024 byte RETR command.

## Threat-Mapped Scoring

Score: 1.5

Priority: P4 - Informational (Low)

## EPSS

EPSS Score: N/A

Percentile: 0.12379

## CVSS Scoring

CVSS v3.1 Score: 7.8

Severity: HIGH

## Mapped CWE(s)

* CWE-193: Off-by-one Error

## Affected Products

* cpe:2.3:a:proftpd:proftpd:\*:\*:\*:\*:\*:\*:\*:\*
* cpe:2.3:a:proftpd:proftpd:1.2.9:\*:\*:\*:\*:\*:\*:\*
* cpe:2.3:a:proftpd:proftpd:1.2.9:rc1:\*:\*:\*:\*:\*:\*
* cpe:2.3:a:proftpd:proftpd:1.2.9:rc2:\*:\*:\*:\*:\*:\*